
   

Top Skills
Cyber Operations
Security Operations Center
Security Information and Event
Management (SIEM)

Certifications
Certified Ethical Hacker (CEH)
JAVA Programming
SPLUNK Enterprise/Enterprise
Security: Usage and Basic
Administration

Cyber Security Analyst at HSBC
Cracow, Małopolskie, Poland

Experience

HSBC
Cyber Security Analyst
April 2024 - Present (4 months)
Cracow, Małopolskie, Poland

Monitoring the entire global HSBC technology and information estate for new
attacks and log them to appropriate systems.
Triaging potentially malicious events to determine severity and criticality of the
event.
Responding to alerts from the various monitoring/detection systems and
platforms within defined SLAs.
Supporting cyber security incidents through to eradication and feedback
lessons learned, in to improved cyber resilience.
Analyzing network traffic using a variety of analysis tools.

Urząd Miasta Krakowa
2 years 11 months

Lead Cyber Security Analyst
December 2022 - April 2024 (1 year 5 months)
Cracow, Małopolskie, Poland

Administering SIEM & SOAR
SOC operations
Identification, analysis and classification of security incidents
Collaboration in the Incident Response Team
Constantly monitor activities inside and outside the infrastructure and respond
accordingly to potential problems
Develop and update new and existing security systems as required 
Organize ethical hacking trials to assess system security 
Identify system vulnerabilities, including those relevant to intentional or
accidental security breaches

Senior Cyber Security Analyst
April 2022 - December 2022 (9 months)
Cracow, Małopolskie, Poland
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Identification, analysis and classification of security incidents - De-escalation
with 2nd and 3rd level support
Collaboration in the Incident Response Team
Constantly monitor activities inside and outside the infrastructure and respond
accordingly to potential problems
Develop and update new and existing security systems as required  
Organize ethical hacking trials to assess system security  
Identify system vulnerabilities, including those relevant to intentional or
accidental security breaches 
Assessment of application security of applications as well as consulting of
stakeholders

Cyber Security Analyst
June 2021 - April 2022 (11 months)
Cracow, Małopolskie, Poland

Identification, analysis and classification of security incidents - De-escalation
with 2nd and 3rd level support
Collaboration in the Incident Response Team
Constantly monitor activities inside and outside the infrastructure and respond
accordingly to potential problems
Develop and update new and existing security systems as required  
Organize ethical hacking trials to assess system security  
Identify system vulnerabilities, including those relevant to intentional or
accidental security breaches 
Assessment of application security of applications as well as consulting of
stakeholders

Małopolska Centre For Entrepreneurship
Project Control Specialist
February 2020 - May 2021 (1 year 4 months)
Kraków, Woj. Małopolskie, Polska

Ensures controls for companies that are beneficiaries of the EU grants in
Lesser Poland
Ensures the setup of controls including: description of the controls,
documentation for the controls in place, segregation of duties, approvals
guidelines
Review transactions, which are approved according to grant guidelines
Ensures compliance of internal controls by review and tests the documentation
and controlling management
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Identifying unusual activity and escalate activity deemed suspicious to the AML
Supervisor for further investigation Verified assets and liabilities by comparing
and analyzing items and collateral to documentation.
Traveled domestically to conduct and support audit assignments.

PZU
Branch Director
September 2018 - December 2019 (1 year 4 months)
Kraków, woj. małopolskie, Polska

Assessed employee performance and developed improvement plans.
Uncovered and resolved strategic and tactical issues impacting sales
management and business operations.
Assessed budget plans and present costs to forecast trends and recommend
changes.
Met deadlines by proactively managing individual and team tasks and
implementing processes.
Complied with regulatory requirements including Anti Money Laundering,
OFAC.
Led team of 5 staff.
Ensured that client's risk assessments have been carried out correctly
Ensured that policies and procedures are adhered to on a daily basis and have
this evidenced
Forecast and budget verification of ongoing programs
Create and run reporting and analysis around key financials metrics, together
with presentation to the board
Conducting semi-annual performance reviews of team members

mFinanse S.A.
Branch Director
March 2015 - August 2018 (3 years 6 months)
Kraków, woj. małopolskie, Polska

Recommended loan approvals and denials based on customer loan
application reviews.
Reviewed and edited loan agreements to promote efficiency and accuracy.
Recruited, interviewed, hired and trained 10 employees and implemented
mentoring program to promote positive feedback and engagement.
Ensured that client's risk assessments have been carried out correctly
Ensured that OFAC, PEP and sanctions screening has been conducted
Identifying AML/reputational risk and escalating where appropriate,
Cooperation with PE/VC, institutional investors, banks
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Create and run reporting and analysis around key financials metrics, together
with presentation to the board
Conducted semi-annual performance reviews of team members Building and
applying knowledge of anti-money laundering processes

Education
Uniwersytet Ekonomiczny w Krakowie
Master of Arts - MA, Finance
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